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Publications relevant to technology risk management.

The following standards documents and government publications are directly relevant to technology risk
management. A number of the five stages described in the RMF can be enhanced with various parts of the

processes described in these documents. Of particular relevance are the charts and tables defined by NIST4.

• IEC 61508; Parts 3, 6 and 7; Version 4.0 (1997) Functional Safety and IEC 61508 — A Basic Guide
can be found at http://www.iee.org/oncomms/pn/functionalsafety/HLD.pdf.

• NIST Special Publication 800-53, Recommended Security Controls for Federal Information Systems.
The NIST publications can be found at http://csrc.nist.gov/publications/nistpubs/.

• NIST Special Publication 800-37, Guide for the Security Certification and Accreditation of Federal
Information Systems, Section 2.4, Categories of Information Systems. The NIST publications can be
found at http://csrc.nist.gov/publications/nistpubs/.

• NIST Special Publication 800-30, Risk Management Guide for Information Technology Systems. The
NIST publications can be found at http://csrc.nist.gov/publications/nistpubs/.

In addition to these standards, a number of other references are useful.
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